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Forward-
Looking
Statements

03.10.22-15:28

This presentation may contain forward-looking statements regarding future events, plans or the
expected financial performance of our company, including our expectations regarding our products,
technology, strategy, customers, markets, acquisitions and investments. These statements reflect
management’s current expectations, estimates and assumptions based on the information currently
available to us. These forward-looking statements are not guarantees of future performance and
involve significant risks, uncertainties and other factors that may cause our actual results,
performance or achievements to be materially different from results, performance or achievements
expressed or implied by the forward-looking statements contained in this presentation.

For additional information about factors that could cause actual results to differ materially from those
described in the forward-looking statements made in this presentation, please refer to our periodic
reports and other filings with the SEC, including the risk factors identified in our most recent quarterly
reports on Form 10-Q and annual reports on Form 10-K, copies of which may be obtained by visiting
the Splunk Investor Relations website at www.investors.splunk.com or the SEC's website at
www.sec.gov. The forward-looking statements made in this presentation are made as of the time and
date of this presentation. If reviewed after the initial presentation, even if made available by us, on our
website or otherwise, it may not contain current or accurate information. We disclaim any obligation to
update or revise any forward-looking statement based on new information, future events or otherwise,
except as required by applicable law.

In addition, any information about our roadmap outlines our general product direction and is subject to
change at any time without notice. It is for informational purposes only and shall not be incorporated
into any contract or other commitment. We undertake no obligation either to develop the features or
functionalities described, in beta or in preview (used interchangeably), or to include any such feature
or functionality in a future release.

Splunk, Splunk> and Turn Data Into Doing are trademarks and registered trademarks of Splunk Inc. in the United States and other countries.
All other brand names, product names or trademarks belong to their respective owners. © 2023 Splunk Inc. All rights reserved.
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approach to keeping systems secure,
reliable and performing?
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Splunk enables faster detection,
investigation and response

Optimized
Response

Comprehensive ,
Visibility v Hybrid

Collaborate

with shared data v Scalable
and tooling |

v Interoperable

Rapid Detection
and Investigation
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The Unified Security and Observability Platform

Detect | Investigate | Respond

Powered by Splunk Al

APIs | Integrations | Models | Visualizationg

Third-Party Tools Custom & Third-Party

Manage | Search | Federate | Automate Apps/ Services

D

Events | Logs | Metrics | Traces

Public Clouds A & L] Devices

On-Prem Private Clouds
Data Centers
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PLATFORM

Enable Unified
Security and
Observability

Monitor, investigate and respond rapidly

at scale with comprehensive visibility and
shared tooling.

Streaming

Machine learning
Scalable index

Search and visualization

Collaboration and orchestration

€ Datacenter Sensors

Last 24 hours

Datacenter Sensors

Datacenter Sensors

Powsr Usiiization

4151

monthly
searches

apps &
add-ons on
Splunkbase
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purpose built
data source
integrations
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Scalable Index

(T::DT
What: Any and All Data How: Point it at a Source Then: Turn Source into
* Index Any and All streaming, « Point Splunk at a data source—tell Stream of Events
machine, and historical data it a bit about the source—.that - Splunk indexes the data stream
source becomes a data input and transforms it into a series

of events—you can view and
search those events right away



Search and Visualization

Use Search Process Language (SPL) to search and investigate your data across

cloud or on prem deployments to find the needle in your haystack

Search Any
Data Source

With Schema on the Fly
you can search any
data source regardless
of structure and across
cloud or on prem
deployments

D

Spot
Outliers

Visualize relationships
within your data to
easily spot outliers

59

Visualize and
Save Dashboards

Add visualizations and
save as dashboards

© 2023 SPLUNK INC.

Create Ad
Hoc Alerts

Create ad hoc alerts
when you discover new
issues or threats

splunk>



Ubiquitous Machine Learning

Turnkey
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Theme

Splunk Solutions

Examples

Target Users

ML-powered Solutions: IT,
Security, Observability

Enterprise Security

User Behavioral Analytics
Observability

IT Service Intelligence (ITSI)

Anomaly Detection
Adaptive Thresholding
Predictive Insights
Pipeline Drift Detection

Practitioners using embedded,
low-touch ML

° Configurable

Extending use cases through

streamlined ML application

* Machine Learning Toolkit (MLTK)
» Splunk app for Data Science and
Deep Learning

» Qutlier detection

* Forecast time series
* Predict fields

* Protect sensitive data

* Domain experts driving extended
use cases

° Extensible

New frontier of use cases
through DS development

Machine Learning Toolkit (MLTK)
Splunk App for Data Science and
Deep Learning

Fraud detection
Predictive Maintenance

Domain generated algorithms (DGA)

Advanced data scientists building
expansive custom use cases

splunk>
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Search Across Environments
with Federated Search

Splunk On-Prem Splunk Cloud
Deployment Deployment
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Splunk Makes Data Accessible and

Actionable From Anywhere
Extend Splunk beyond the desktop

Splunk Mobile Splunk Augmented Reality (AR)
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Access free apps, or
build your own

splunkbase Collections Apps

Get more out of Splunk L @‘

with applications

e Build an essential security foundation
and accelerate IT troubleshooting with
free, high quality apps and add-ons to
extend the power of your Splunk
investment - and developer tooling to
bU|Id yOUI' OWI’]' Trending Apps on Splunkbase

e Access to the 2800+ solutions from e Tl P
Splunk, partners, and the community e e s oo

e Discover new tools for your use case
with:

o Collections - Curated sets of
top-rated apps for a variety of use
cases and interests

o App Directory - Complete list of
apps filterable by your specific
needs

" 4
ke *

Add-ons for data
source integrations

2800+

applications available
on Splunkbase

2400+

Community partners

splunk>
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Unified Security and Observability Platform

2M* |99% 100"

Security threats | Of threats are Uptime despite

blocked in handled by 300% increase
6 months automation in traffic during
Black Friday
r B
Afiac. | intel Lenovo

UNIVERSITY OF

ILLINOIS

AAAAAA ~-CHAMPAIGN

1.5M* (96"

COVID-19 tests
administered

and tracked with
Splunk Cloud

Faster application
development
powered by
full-fidelity visibility

QuantumMetric

splunk>
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The World Of Data Is Changing

ol

Data is growing
exponentially

ool
ogoo
ooo

All data is not
created equal

Data may not be
able to be moved

within a time frame
or at all

splunk>



Data Value Changes With Age

‘ Real and Near-Real Time

o
.. o
® ®e P : @ AdHoc
o 9,0 :
. ... : ' Data Lake and Archive

$ Value of Data

Potential Splunk Use Cases

- Age of Data
<1 sec <10 sec <1 min 1 hour 1 day 1 week 1 month 1 year 10 year

splunk>
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(]
Pro act|ve|y Higher Valus Low Volue
|
tl e r by ACTIVE USE Use Cases
Monitoring, Investigation, RCA,
FalC oud i Premium Solutions
a n n e Splunk Enterprise +
Federated Search Value / Volume Ratio
u s e High Value, Med-High Volume

SELECTIVE USE

Use Cases
AT SCALE Troubleshooting, Forensic
Edge Processor + Investigation, ML Datasets

i +
::igiﬁ;ﬁmcuins Value / Volume Ratio
peining Med Value, High Volume

Use Cases
Compliance, Future Proofing

Value / Volume Ratio
Low Value, High Volume

Low Value High Volume

splunk>




© 2023 SPLUNK INC.

Multiple Use Cases On Common Data

Drives system security and observability

Microservices l

User Experience I
Service Dependencies [

Database Performance I

Message Queues =
Operating Systems

Custom Metrics

RED Metrics =
Serverless Functions =
Cl/ICD =

Containers / Kubernetes

Networking |

Load Balancers =
S Caches =
——— . Syslog =
.. Configuration‘Files =
Fnleixlstem Audit Logs =
eb Access Logs =

Web Proxy Logs =

- Wire Data =

. Business Process Logs =
Management and Logging APls =

Notable Events i

Alerts ||

Windows Events =
Packet / Flow Data =
Call Detail Records =

Clickstream Data m

splunk>
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IT Operations - Logs: = [races
70

DevOps

Security, Compliance an
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Dynamic and Complex Data Remain the Biggest
Challenge & Opportunity

We solved one of the biggest challenges in data with our investigative approach

........................................................................................................ 9
............................................................................................................................ 9.
H / A
M ana g e “/”""F\“‘\:;:\,\Q Re a ct ..... e s oo
........ data from all systems, 3 g . quickly to changing s e 9

‘
5“\

| devices, and people Eii circumstances by asking

questions immediately N

Don,t Structure / ..................... Take Actlon \\\
> your data until ——— v Make decisions that ...~

....................................... you are ready S 4 drive impact across
........................................ N your bUS|neSS
‘—> .............................................................................................................
..................................................................... _> *>
9 .............................................................................................................................................................
............................................................. %
......................................... —%
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Getting Data In (GDI)

- Universal Forwarder (UF)

- Splunk Stream

- DB Connect

- Data Manager

- HTTP Event Collector (HEC)

- OpenTelemetry Collector

- Splunk Connect for Syslog (SC4S)
- Splunk Connect for SNMP (SC4SNMP)
- Splunk OpenTelemetry Connect for Kubernetes
- Edge Processor

- Edge Hub

- eBPF

- Common Information Model / OCSF

splunk>
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Access free apps, or
build your own

splunkbase Collections Apps

Get more out of Splunk L @‘

with applications

e Build an essential security foundation
and accelerate IT troubleshooting with
free, high quality apps and add-ons to
extend the power of your Splunk
investment - and developer tooling to
bU|Id yOUI' OWI’]' Trending Apps on Splunkbase

e Access to the 2800+ solutions from e Tl P
Splunk, partners, and the community e e s oo

e Discover new tools for your use case
with:

o Collections - Curated sets of
top-rated apps for a variety of use
cases and interests

o App Directory - Complete list of
apps filterable by your specific
needs

" 4
ke *

Add-ons for data
source integrations

2800+

applications available
on Splunkbase

2400+

Community partners

splunk>
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plunk &
Security
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Security e
ontent Library

Browse, bookmark, and
deploy 800+ security _
detections and analytic stories

ATTECK Tactic ATTECK Technique ATTECK Threat Groups

Security Content What's New In 3.2? Manage Bookmarks Export &

14 o How can you map this content to Splunk's Security Journey, and make your environment more secure?

Filter # Search

Leam how 1o use this page (2 Customize Filters 594 Total | 594 Filered Clear Default Share

Journey Security Use Case Category Data Sources Featured

Al v Al w All v

SIS/

Repository of Security Content for
Splunk Cloud, Enterprise Security,
UEBA, and SOAR

Deploy security content within

clicks

Enrich notable events and run
analytics with context from content

library

Stay up to date on ransomware +

emerging threats

Stage 1: Collection [2

You have the data onboard, whit 6o you do first?

Access to In-scope
Resources

Visibility into who is accessing in-
scope resources is key 1o your
GDPR efforts, Splunk allows easy
analysis of that information.

- Basic Scanning

Looks for hosts that reach out to
more than 500 hosts, or more
than 500 ports in a short period of
time, indicating scanning.

Featured

Access to In-Scope
Unencrypted
Resources

Unencrypted communications
leaves you vulnerable to a data
breach - when users access Pl
data, ensure that all connections
are encrypted.

Featured

Searches included

Basic TOR Traffic
Detection

The anonymity of TOR makes it the
perfect place to hide C&C,
exfiltration, or ransomware paymen
via bitcoin. This example looks for
ransomware activity based on FW
logs.

Authentication Against
a New Domain
Controller

A common indicator for latecal
movement is when a user starts
logging inta new domain
controllers.

Featurad

Searches included

Cradentiais In File
Detected

may dump cr
into local files using OS Credential
Dumping or credentials might have
been left in files by mistake. In
cloud environments, authenticated
user credentials are often stored in

Basic Brute Force
Detection

Uses a simple threshold for
Windows Security Logs to alert if
there are a large number of falled
logins, and at least one successful
login from the same source.

Feawred

Searches Included

Endpoint Uncleaned
Malware Detection

Detect a system with a malware
detection that was not properly
cleaned, as they carry a high risk
of damage or disclosure of data.

Featured

Basic Malware
Outbreak

Looks for the same malware
occurring on multiple systems in a
short period of time,

Featured

Searches Included
Privilege Escalation

> Flight Risk Web
Browsing

This search implements several
heuristics to look for indications
that a user Is a flight risk from Web
Logs. Detect a user who may be
leaving before they do.

Splunk > turn data into doing’

© 2019 SPLUNK INC.




O t . I -
| | MITRE ATT&CK Framework
e c u r I ty Each number represents a plece of content. Follow the headiines 1, 2 and 3to find and diill down into the content

For more details check the MITRE ATT&CK Navigator.

 rameworks
Identify gaps, improve threat —

detection, and reduce riSkS 1. Available Content

Click in the graphs below to filter on an area you want to highlight.

SIS S S S S S S S MITREATT&CK Matrix ~ ChartView  RadarView  SankeyView  Security Joumey View

Color by Originating app MITRE ATT&CK Threat Group MITRE ATT&CK Software MITRE ATT&CK Matrix Platform  Highlight Data Source

* Develop an understanding of your oty - [y 7 i
security posture against MITRE s
ATT&CKe and Cyber Kill Chaine =
frameworks

* Ability to import 3rd party content
and filter using the originating app

* Drilldown on known Tactics and
Techniques and Kill Chain Phases
to get a holistic view of all your
security content

Splunk > turn data into doing’

© 2020 SPLUNK INC.




Data and
Choose an Anaytic Story from the

drop-down menu 10 view more

datall and run the searches

Content
Introspection -

Detect and Investigate dormant user accounts for your AWS environment that have become active sgaln, Because inactiv ¢ ALCOUNES are ¢ argety, If's critin
Priviloge Escalation

to enable governance within your environment

Track data and saved | | g

1t 500ms obvio:

searches to gain visibility : : S "

ance, compllance, and risk c 10 gve o " securty best-practices.pdl
Aolevaces securtly best-proctices pc

Catagory: Cloud Security Created: 2018-03-12

LISIILSIIIISSII LIS SIS 7771777 s e e

ty table, as wel as similar activities fror

o EnriCh Saved SearCheS With Analytic Story Detection Searches
tags and metadata e

e Automatic categorization by

security products =)

ol events where b use logge WS account, 1 making AP/ calls and has not er 0. Mult) Tactor authentication sdds & layee of

ype & Unique authentication code from an approved authentication davice when they acces o5, AWS Best Practices recommend that you enable

e Visibility on ransomware related e |
content and the ability to deploy ———— T St
directly from SSE

Splunk > turn data into doing’

© 2019 SPLUNK INC.




App: Splunk Securit... ¥ Splunk User v Messages v Settings v Activity v Help » Find

S i l D l Security Content v Analytics Advisor v Security Operations v BETERS Advanced ¥ Documentation ¥ L ; Splunk Security Essentials
E : L I I y El El Security Data Journey Export v
STAGE 6
DESCRIPTION
Advanced Detection
Find anomalous behavior and unk threats Apply sophisticated detection
mechanisms including machine

by applying machine leaming, data science

Use data to bring context to e oot o e, omces [

1 t s i Automation and Orchestration
S e C u rl y environment: Establish a consistent and repeatable security operation
.
MILESTONES GRpeYy

VL2442 LA L 244 _ STAGE4 |
At this stage, you have given yourself a i 5
H 1 fighting chance to detect adversaries and
. I d .e ntlfy d ata a n d Se Cu rl ty insiders even when they leave only subtle
milestones and challenges e of e acvey

« You are employing the most advanced
techniques available to identify unknown

e View analytics stories and their

« You are employing new detection

related contents easily in SSE e i s s

leveraging your team's expertise and
leveraging outside research

e Curate security detections to e S merars et s i
level up your security maturity crmLLences

e Easily export content from SSE
into Splunk ES

STAGE 1
« At this stage, you will be challenged to
Gapataniie lonocoua v <ocasih Collection

Splunk > turn data into doing’

© 2019 SPLUNK INC.




The Industry-Defining TDIR Solution

SPLUNK MISSION CONTROL

Splunk Enterprise Security Splunk Attack Analyzer Splunk SOAR

Detect | Investigate | Respond
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ppol

E aminv @ Su ervices »
Posture=  Incldent Review Securlty Domains Joud Secutlty s Uty Searchy onfigure Enterprise Security

Security Posture
S p I u n k Inciden' Review 0 sl Hide Charts T Hide Filters

Urgency Domain

Enterprise Security O~
A data-centric, modern SIEM

28 Notables

« Gain insight into your security posture and 0 > -
investigate with speed and flexibility .

* Reduce false positives by up to 80%,
detect more sophisticated threats, and
align security operations to industry
frameworks

* Use pre-built detection and investigation
content to more easily secure your AWS,
Azure, and Google Cloud Platform data

+) of Ioad an exlsting one (=)

« Scale to search and monitor terabytes of
data per day

splunk>



© 2023 SPLUNK INC.

splunk>enterprise  Enterprise Security

|
a a rl ve n Security Posture ~ Incident Review Investigations Security Intelligence ~ Security Domains ~ v Search ~ Configure

Executive Summary

u Key Metrics
I n S I g h ts Mean Time to Triage Mean Time to Resolution Investigations Created
12min voss 53min voizx 144 15«

Full-breadth visibility

Notables

Distribution by Urgency

e Unlock the ability to ingest,
normalize, and gain insights on
any data from any source | l

i n d eXI n g Ca pa bl I ItIeS e nS U re faSt, Notables by Domain Untriaged Notables by Domain

e Schema-on-read and distributed

flexible investigations

e Perform continuous monitoring
with pre-built and customizable
dashboards, detections, content,
reports, and frameworks

e Search and correlate across
cloud, on-premises, or hybrid data
sources and deployments L - 3




@
Advanced
Analytics

Boost productivity

e 1400+ detections with 100+
cloud-based detections

e 30% increase in true-positive alert
rates with Risk-Based Alerting (RBA)

e Enrich and prioritize alerts with
integrated threat intelligence (Splunk
Intelligence Management)

e Align security operations to industry
frameworks (MITRE ATT&CK, NIST,
CIS 20, and Kill Chain)

e Dive deep with intuitive search and
investigation capabilities

Risk Events

Adam’s Desktop

@ Powershell Downlosd

Contributing Risk Events

CREATED RISK RULE RISK SCORE
Today, 12:50 AM Threat - RR - Powershell Download

Adam's Laptop ~

Threat - UEBA Anomaly Detected (Risk) - Rule
80

Detects UBA anomaly events

Detects UBA anomaly events

© 2023 SPLUNK INC.

ANNOTATIONS THREAT OBJECT
TADQO! AOCD7, T1036 fooexe + @ ~

fooexe

Executable




Jd

Scale and
Flexibility

Open and extensible

e Scale to search and monitor
terabytes of data per day

e Gather context across your
multi-vendor security and IT
stack with technology
integrations from Splunkbase

e Stay on top of new and emerging
threats with automated content
delivery from the Splunk Threat
Research Team

e Customize and tune pre-built
detections, content, frameworks
to address what’s critical 3

splunk d Apps ¥

Security Posture v Incident Review Investigations Security Intelligence v

Use Case Library

8 Messages v Settings v Activity v Q Find

Security Domains v

Cloud Security v Audit v Searchv

Explore the Analytic Stories included with Enterprise Security that provide analysis guidance on how to investigate and take actions on threats that ES ¢

Framework Mapping:.. ~ Data Model: All

Use Cases

135 Analytic Stories found in categories: Cloud Security, Best Practices, Adve

Abuse

> Inuse M Analytic Story v Use Case v

> (%) V Cloud Security

Cloud Security

Adversary Tactics

Cloud Security

Best Practices Cloud Security

Cloud Security

Cloud Security

Cloud Security

Best Practices

App: All In Use: All

Description

Track when a user an IAM role in another AWS ount to obtain
vices and resources in that account. A ssing

dication of malicious activity.

Monitor your AWS EC2 instances for activities related to
cryptojacki yptomining. New instances that originate from pi
unseen regions, use h abnormally high numb of instances, or
EC2 instances started by previously unseen users are just a few mples of

potentially malicious behavior.

This analytic story contains tions that query your AWS Cloudtrail for

activities related to privilege escalation

Monitor your AWS network infrastructure for bad configurations and malicious

activity. Inv gative search Ip you probe deepe en the facts warrant

ory is focused around detecting Security Hub alerts generated from
AWS

Monitor your AWS provisioning activities for behaviors originating from
unfamiliar or unusual locations. Th: behaviors may indicate that malicious
activities are occurring som ere within your network

Detect and investigate dormant user accounts for your AWS environment that
have become active again. Be e inactive and ad-hoc a ts are
common attack target: 0 enable governance within your

environment

enterpri y 2arches that detect suspici
account activity and alert vou to the use of cleartext (non-encrvpted)

Configure v

2 50s Admin

Bookmarked: All

ry Tactics, Vulnerability, Malware, Abuse, Data Destruction, Privilege Escalation

App v

ES Content
Updates

ES Content
Updates

ES Content
Updates

ES Content
Updates

ES Content
Update

ES Conte
Updates

ES Content
Updates

DA-ESS-

AccessProtection

© 2023 SPLUNK INC.

O Support & Services v

Enterprise Security

Last Updated v Bookmark v

Jun 4, 2018 »

Mar 8, 2018 .)

Mar 8, 2021

May 21, 2018

Aug 4, 2020

Mar 16, 2018

Mar 12, 2018

Sep 13, 2018
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Orchestration @

Automation

SPLUNK

SOAR

@ Collaboration

Event
Management

Automation

» Automate repetitive tasks to force
multiply team efforts.

* Execute automated actions in seconds

versus hours.
» Become proactive and focus on

© 2023 SPLUNK INC.

@3 Settings

mission-critical objectives to protect your

business.
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S pl u n k Take the manual work out of threat analysis
Attack Analyzer

Automatic analysis of active threats.
Full-scope insights and rapid resolution.

See through the eyes of the threat actor

Interact with malicious content in a dedicated,
unattributable environment

The newest member of the

Splunk Security Family Fully automate end-to-end threat analysis and
response workflow

Acquisition of TwinWave announced on November 8th, 2022

splunk>
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R
Splunk Security for Threat Detection,
Investigation and Response

The tools you need to build a modern, data-centric SOC

Discover/Prepare

Predict/Prevent o, Detect/Correlate

W ©

Splunk SOAR

Splunkbase
* 2,800+ integrations

Splunk Platform

Threat Intelligence Management

Splunk Threat Research / SURGe

s
Jﬁ% Analyze/Investigate Splunk >

Triage/Respond

Report/Comply



© 2023 SPLUNK INC.

Demo




The path to greater resilience

- Prioritized
. Foundational Actions
Visibility - Understand risk

: . and performance
. See across hybrid

. environments .
; Expand monitoring

and alerting

Security
SecOps

| Search and investigate

Understand
service health

Troubleshoot with

Observability : |iog analytics
ITOps, Engineering :

Digital Resilience at Enterprise Scale

- Proactive
- Response

Get ahead of
. issues

Deliver situational
awareness and
automation

Ensure reliability of
consumer-facing web
applications

© 2023 SPLUNK INC.

- Optimized
. Experiences

Delight customers
:and build trust

Unify threat detection,
investigation and
response

Deliver exceptional
digital customer
experiences
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Splunk Leads the Way

9 years 1 Outperformer

8 consecutive years as a Market share in
Leader in the SIEM MQ ITOM and SIEM by
by Gartner 2021 Gartner 2021

Only “Outperformer”
for Cloud Observability,
Gigaom Radar 2021

Source Security: Gartner Market Share Analysis; Security Software, Worldwide 2020, April 2021 .
Source IT: Gartner Market Share Analysis; ITOM, Performance Analysis Software, Worldwide 2020, June 2021 Splunk>
Source Gigaom Radar for Cloud Observability, 2021
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In One Platform Accessible to all Your
Business’ Consumers

Shared tooling to drive resilience across critical consumer groups

S

Security Operations IT Operations DevOps
* Security Monitoring * Analytics for IT Troubleshooting * Real-Time Observability
- Incident Management with Monitoring and

* Predictive Analytics . )
- Advanced Threat y Diagnostics

Detection « SDKs for GO, Python, JavaScript - Infrastructure Monitoring
* Insider Threats * Developer APls « Application Performance
- Incident Investigation « Customer Experience Optimization Monitoring

and Forensics - Container Monitoring » Synthetics Monitoring
* SOC Automation & Orchestration « Infrastructure Monitoring * Real User Monitoring
« Compliance - High Volume, Low » Container Monitoring
- ICS Security Cost Storage « Distributed Tracing

splunk>
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We Bring Your Digital Teams Together

AlOps Business
Service Monitoring

Incident
Response

Fraud Analytics
and Detection

Infrastructure

Automation and Monitoring

Orchestration

Advanced Threat
Detection

Incident
Management

Compliance and
Data Privacy

Digital Experience
Monitoring

Security
Monitoring

The Unified Security and Observability Platform
splunk>
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Thank You
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