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ASP – WHO WE ARE

• Advanced Service Provider

• Managed Service Provider based in Brussels

– 15 Service-Now developers

– +30 network, system, devops engineers

• Founded +25 years ago

• Red Hat partner, focussing on AAP & RHEL
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AND WHAT ABOUT YOU? WHO ARE YOU?



CMDB & SOURCE OF TRUTH

• CMDB
– Asynchronous

– Can contain manual input

– Somewhat reliable, information is 
usable but accuracy of the 
information should always be 
challenged

• SOURCE OF TRUTH
– Synchronous (polling, webhooks)

– Is automated

– Reliable, can be consumed by your 
automation as you trust the quality 
of the data

They both have the same purpose             store IT infrastructure related information, BUT : 



MY EXPERIENCE               IT DOCUMENTATION IS A SOURCE OF 



ANSIBLE FACTS

– Facts are available for the entire ansible 
ecosystem

– Formatted in json, structure and keyword are 
consistent across vendors

– Perfect to be ingested in a CMDB!
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AUTOMATED DOCUMENTATION - DEMO RUN 1

SYNC CMDB 
> ANSIBLE 

INVENTORY

GATHER 
FACTS

CDP/LLDPCMDB 
UPDATE

REPEAT

• DEMO CONTEXT
– ON PREM INFRA

– CDP/LLDP info from facts

– AAP (Ansible Automation Platform)

– Almost empty CMDB (Netbox)

– Initial dynamic inventory sourced from 
CMDB

• Expected outcome
– Several devices discovered and documented 

in details in the CMDB

– Automated network topology



     AUTOMATED DOCUMENTATION - DEMO RUN 2

• New run of the same workflow, why :
– Discovered hosts are now integrated in the dynamic inventory, meaning we can : 

– discover detailed information on these discovered hosts
– discover new hosts from the initially discovered hosts

• This workflow should be repeated until the entire infra is discovered 
and then scheduled regularly to be kept up to date



REVIEW GATHERED INFORMATION

• FQDN

• OS/Platform version

• Device models

• Devices roles (switches, firewalls, 
servers, routers etc.)

• Serial numbers

• All interfaces

• Topology – cable connections

• All ip addresses

• Config is backed up



WHAT’S NEXT
• Automate as much as you can in 

the cmdb (vm’s, ip plan, services, 
vpn tunnels)

• Integration with your ITSM

• Configuration context
– Push a certain config only to devices 

matching certain conditions met in 
the CMDB



CONCLUSION

• Automated CMDB is possible (recommended)

• Network automation can just be read-only

• Ansible Automation Platform is a good vendor 
agnostic platform

• Ansible Automation Platform helps with 
delegation and collaboration


